
Unlock the Power of Chaos Control
Get back control with Metabase Q’s Cybersecurity Management 

System and get back your time.
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Cybersecurity + IT
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one consolidated and streamlined platform control
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Specifications

The Batuta agent is installed on 
Windows 10 or higher platforms and 
Windows 2012 R2 or higher, 64-bit 
editions.
It runs as a locally elevated service 
under the nt_authority context.

Requirements

➔ Required disk space: 10.5MB
➔ Powershell >= 5.1
➔ I nternet connectivity on ports 

443 and 80 to a specific set of 
URLs/domains.

Hardware Resources

➔ Stand-By Memory < 10MB
➔ Stand-By CPU 0%

Operating Mode

The agent establishes an TLS tunnel 
connection through port 80 from the 
client to the server.
It receives instructions from the 
backend and executes them locally.

NOTES

No additional component 
installations are required, such as 
libraries or interpreters.

Installation: Via Powershell in an 
elevated privilege console.

Batuta Features
Deployment

➔ Swift installations for accelerated cybersecurity 
operations.

➔ Intuitive uninstallation process for effortless system 
maintenance.

➔ Real-time status checks for reliable implementation.
➔ Streamlined cybersecurity operations for overall 

efficiency.

Inventory

➔ Comprehensive hardware and software inventory for full 
visibility.

➔ Efficient asset tracking and management for organized 
operations.

➔ Powerful insights for informed decision-making.
➔ Strategic insights for effective cybersecurity strategy.

Real-time Response & Incident Response

➔ Rapid threat containment and mitigation to minimize 
potential damage.

➔ Expert-led incident investigations for in-depth 
understanding.

➔ Continuous professional support to tackle cyber threats.
➔ Proactive threat prevention based on incident insights.

Compliance

➔ Comprehensive compliance audits for alignment with 
global standards.

➔ Stakeholder trust reinforcement through compliance 
transparency.

➔ Strategic regulatory advantages for competitive edge.
➔ Avoidance of regulatory penalties through compliance 

assurance.
See Batuta in action
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